Fail2ban configuration

*/etc/fail2ban/fail2ban.local*

**SSH**

[sshd]  
Enabled = true  
port = ssh  
filter = sshd  
logpath = /var/log/auth.log  
maxretry = 3  
bantime = 3600  
ignoreip = 127.0.0.1 <scoring engine>

**FTP**

[proftpd]  
enabled = true  
port = ftp,ftp-data,ftps,-ftp-data  
filter = proftpd  
logpath = /var/log/proftpd/proftpd.log  
maxretry = 5  
bantime = 3600  
ignoreip = 127.0.0.1 <scoring engine>

Show number of failed attempts

#fail2ban-client status

This displays the number of jails

#fail2ban-client status sshd

Displays all the failed attempts on the set filter